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SEEING THE ROUND CORNERS . . .
September 13, 2010
Mr. Bush’s Broken Government continued . . .


With the passing of the ten-year anniversary of September 11, 2001 (9/11), it seems appropriate to present some of the failures of the Bush Administration relating to national security and the creation of the Department of Homeland Security.  The Center for Public Integrity (the Center) uncovered information that can only be described as frightening to this ordinary citizen.  
NORAD, FAA unprepared for Aerial Attack:  Government agencies are probably the worst at protecting territory.  By far too many accounts, failure to share information resulted in the successful terrorist attacks on 9/11.  

The Government Accountability Office reported its investigation uncovered 
that when Air Force officials were confronted with an actual attack they did not know where to go or what targets they were to intercept, “And once the shootdown order was given, it was not communicated to the pilots.”    

The 9/11 Commission’s noted that “the U.S. military was never positioned to shoot down any of the hijacked planes and even sent fighters after one of the flights long after it had crashed into the World Trade Center.”  “The civilian and military defenders of the nation’s airspace – FAA [the Federal Aviation Administration] and NORAD [the North American Aerospace Defense Command] – were unprepared for the attacks launched against them.”  

The 9/11 Commission also concluded, “Given the lack of preparedness, they attempted and failed to improvise an effective homeland defense against an unprecedented challenge.”  

The Center’s follow-up was not all that encouraging.  NORAD responded to inquiry by saying that “a variety of improvements have been implemented to boost responsiveness ‘to a 9/11-style attack or other kinds of asymmetric aerial attacks on the U.S.’”  The Air Force’s plan to “better marry military and civilian radar networks and respond to a 9/11 attack was running nearly two years behind schedule and costing more than three times the initial budget.”
Agencies Failed to Share Intelligence on 9/11 Terrorists:  Bits and pieces of what and who knew what have surfaced since investigations began, but as America has heard over and over, agencies who should have been sharing information were not.  In July of 2001 FBI agent in Phoenix, Arizona informed his superiors in Washington of the “possibility of a coordinated effort by Osama Bin Ladin to train terrorists in U.S. flight schools.”  That memo was never brought to the attention of the FBI’s Osama Bin Ladin or Radical Fundamentalist unit until after the 9/11.  

The Center also determined that the Minneapolis FBI office was prevented from informing the Federal Aviation Administration of an agent’s assessment that Zacarias Moussaoui planned to hijack an airplane, of Moussaoui’s flight training to fly commercial aircraft and the possibility he was a “suicide hijacker.”  Added to this, the Center found that the Central Intelligence Agency (CIA) “made no connection between him and intelligence reports that warned of possible Al Qaeda hijackings.”  


Has this situation changed?  Well . . . perhaps.  You be the judge.  The Center’s follow-up states:  “The Intelligence Reform and Terrorism Prevention Act of 2004 created the powerful new position of director of national intelligence to oversee and coordinate the work of the nation’s intelligence agencies.  The act also established the National Counterterrorism Center as the focus of anti-terror efforts, putting the activities of a host of agencies under a single roof.  And the legislation mandated action to facilitate effective sharing of terror-related information – an effort aimed at creating what became known as the ‘Information Sharing Environment (ISE).’”  

Perhaps the response received to an inquiry by the Center says it best.  Director of National Intelligence Mike McConnell said in an October 2008 speech:  “We have made remarkable progress – most of it in secret – over the last few years . . . We are very focused on integration, collaboration, information, and data-sharing in a collective way.”  Note the operative phrase in that sentence “most of it secret;” hopefully he meant just from terrorists.  
Department of Homeland Security Still Getting Up to Speed:  Note the time frame for this portion of “Broken Government,” – the date first published was December 10, 2008, and updated January 7, 2009.  The Center found that five years after it creation, the Department of Homeland Security, “cobbled together in 2003 from 22 disparate agencies,” is a sprawling department overseeing a budget approaching $50 billion, and seen by the GAO since its creation as a “high risk” item.  Due to repeated scrutiny and promptings by the GAO, the Department, despite its short existence, underwent a departmental reorganization the year after Secretary Michael Chertoff took over in 2005.  

Several areas were singled out by the Center for Strategic and International Studies, the GAO and the DHS inspector general:  contractor oversight, information technology, financial management, transportation security, and emergency preparedness.  
Chertoff responded to the Center’s follow-up inquiry that the DHS’s accomplishments “have laid the foundation for a strong, efficient and vigilant, mature Department of Homeland Security – one that will protect the American people and our way of life for many years to come.”  To be fair, American soil has had no terrorist attacks since 9/11 – just some real near misses such as the infamous underwear bomber.  President Obama’s choice to lead DHS was Arizona Governor Janet Napolitano.  

FBI Failure To Create a Modern Computer Network:  The Center’s Broken Government report contained this statement:  “Prior to 9/11, the Federal Bureau of Investigation (FBI) did not have an adequate ability to know what it knew.”  

That statement speaks volumes, but the Center’s summation drives home the extent of just how Washington wastes money and the sheer incompetence taxpayers are paying for:  “The commission faulted the FBI and other agencies for failing to ‘connect the dots’ in a way that might have uncovered the 9/11 plot; the ‘dots’ referred to suspicious activities by the hijackers that had been uncovered, in some cases, by the bureau’s field offices.  Yet seven years after the attacks, the FBI is still largely unable to electronically share investigative information among its agents that could help it solve crimes and stop terrorist plots.  The bureau embarked on a program known as Trilogy that was designed to weave the FBI’s information together – and make it accessible to agents – using new computers, electronic networks and software.  But the software, called the Virtual Case File (VCF), turned out to be a spectacular failure – and a waste of at least $100 million – as a result of missteps by both the bureau and its main contractor, Science Applications International Corporation (SAIC).”  
The problems most noteable?  Poorly defined design requirements and a lack of management continuity and oversight, with this from the Justice Department’s Office of Inspector General in February of 2005, “The urgent need within the FBI to create, organize, share and analyze investigative leads and case files on an ongoing basis remains unmet.”  The VCF software debacle was killed by the FBI in April of 2005.

According to the Center, Senator Patrick J. Leahy (D-Vermont) stated to the Washington Post, “We had information that could have stopped 9/11.  It was sitting there and was not acted upon.”      
More next week on the status of America’s national security.  
The reader’s comments or questions are always welcome.  E-mail me at doris@dorisbeaver.com.  
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